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ABSTRACT
Purpose: In the current era of rapid digitalisation across all spheres of public life, the issue of financial and national security takes on a new dimension. Digital technologies bring about significant changes in the security domain, accelerating and streamlining many processes. However, digitalisation also presents new challenges and threats. Therefore, studying and enhancing financial and national security strategies is necessary. The research aims to analyse the specifics of implementing digital technologies in financial and national security.

Design/Methodology/Approach: The study is theoretical. Theoretically, the ascent methods are applied from the abstract to the concrete, axiomatic, analysis, synthesis, logical-semantic, systems-analytical methods, scientific abstraction, and formalisation. The study is limited by the difficulty of empirically verifying theoretical conclusions.

Findings: Blockchain technology provides high transparency, accessibility, and accountability in financial operations. Challenges and risks related to the research process have been identified, including cybercrime and the need for updated regulatory and legal frameworks.

Research Limitation/Implications: The article examines the potential of modern digital technologies in optimising financial and national security strategies and the challenges and achievements of the digitalisation of security sector transformation. The study is limited by the lack of access to official, reliable data and the difficulty of implementing an empirical verification of theoretical conclusions.

Social Implication: The research demonstrates that security resilience in a globally integrated environment depends on the level of digital innovation implemented for risk management.

Practical Implication: The research findings have practical value for transforming contemporary financial and national security systems and shaping relevant government sector development programs.

Originality/ Value: The text outlines priority digitalisation solutions for risk prediction and mitigation. The study examines digital technologies that facilitate real-time automation of the risk management process.

Keywords: Artificial intelligence. blockchain. cybersecurity. digital innovations. financial risks.

INTRODUCTION
In the current globally integrated environment, information technologies are being implemented significantly, and a gradual transition to the digital economy of Industry 4.0 is taking place.
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Digitalisation creates new opportunities for optimising financial and national security. However, it also brings new threats and challenges, as the open nature of information systems increases vulnerability to cyber-attacks and menacing influences.

Ensure national and financial security is a top priority in the context of Russia’s military aggression and market instability. Digital technologies can serve as tools to ensure resilience and endurance against unforeseen circumstances. The integration of advanced information and communication technologies has demonstrated practical effectiveness. However, the impact of digitalisation is complex. It requires deep analysis and periodic optimisation of management practices and strategic approaches to ensure stability and reliability in a dynamic socio-economic environment.

Digital technologies concerning national and financial security are a topic of active research among Ukrainian and foreign scholars. Some contemporary works aim to define the role and significance of information technologies in the national and financial security system (Chalapko, 2021; Shostak & Suriak, 2023) and the correlation between national security and public administration (Zahurska-Antoniuk, 2020).

Ukrainian scholars primarily approach the concept of digitisation in national and financial security policy from a perspective of complexity (Popova & Khromov, 2021; Krysovatyy et al., 2024). However, some authors examine digital optimisation from the perspective of specific functional directions (Kukin, 2020).

According to Kostenko (2020), the full potential of digital technologies in ensuring national and financial security can only be realised through harmonising critical socio-economic and political factors. Recent scientific achievements include publications by Hidayat et al. (2024), which present the concept of digital optimisation of security process management using artificial intelligence, cloud services, and blockchain technology.

Several contemporary scholars examine specific issues of digitising financial and investment mechanisms as the basis for financial security (Desyatnyuk et al., 2024; Xu & Zhang, 2024). A significant contribution to the general methodology of digitising the national security sphere has been made by several scientists in the modern domestic scientific community (Parkhomenko-Kutsevil, 2020; Klochko & Semenets-Orlova, 2022).

The research is relevant because systematic strategies must be developed for digitising the security policy sphere in national and financial concepts. Although the published works hold value, many issues must be solved. Strategies for the digital transformation of financial and national security require more detailed conceptualisation from theoretical and practical perspectives, with the involvement of leading global experts.

This study explores the role of digital technologies in ensuring national and financial security in a dynamic context of the conceptual priorities of the management paradigm in the current crisis.
Scholars focusing on implementing digital technologies into financial and national security amidst uncertainty and crisis phenomena lay the theoretical and methodological basis for the researched issues. Scientific professional journals contain numerous publications on the researched topic. Ukrainian scientists have analysed the fundamentals of digitising the national security sphere (Prymush, 2022), explained the conceptual principles of financial security strategy involving the potential of digitisation (Pantielieieva, 2020), and defined the optimal functionality of digital tools in the system of state management of national security (Krysovatyy et al., 2021). The above scholars have considered the impact of the international situation on shaping national security, responding to a set of threats and means of countering them. The researchers have established that, within the general context, one of the priority tasks of the legal mechanism of public administration of national security is to establish effective institutional interaction involving innovative digital technologies.

Contemporary foreign scholars have identified the digital toolkit for control and monitoring as the foundation for ensuring national security (Degli Esposti et al., 2021). Budiasih (2024) has also formulated the main conceptual principles of digitising financial operations. Anwary (2022) emphasises the need to actively implement digitisation tools in the security sector. Scientists emphasise that digital transformation leads to the emergence of new threats. One of the main threats is cyberattacks, which can target critical infrastructure, government systems, or economic structures. Attackers can use a variety of techniques, including phishing, attacks on Internet-connected devices, and the use of malware. In the context of digital transformation, national security, these authors argue, is becoming a continuous challenge requiring improvement and innovative solutions in cybersecurity. Applying modern methods and technologies of cyber defence is critical for ensuring the sustainability of the state under the constant development of digital technologies.

Scholarly research has identified several findings that justify the effective implementation of digital technologies to address contemporary challenges to Ukraine’s national security (Szczepaniuk et al., 2020). Digital transformation enables big data and analytics to predict potential crises, identify patterns and trends that may indicate danger or potential crises, and respond quickly. For instance, social media monitoring systems can detect signals of potential crises and react rapidly. Crisis management is also carried out through digital platforms and systems. They allow for responding to crises in real-time, allocating resources and organising assistance in emergencies. This can range from sending automatic alerts to citizens to arranging rescue operations and managing logistics. However, some foreign scholars have highlighted the challenges in implementing specific elements of digital optimisation in current circumstances (El-Muhammady, 2021). Several contemporary researchers (Cangiano et al., 2019; Javed & Faizan, 2024) have made a significant scholarly contribution to addressing financial security issues in the context of intensive digitisation.

MATERIALS AND METHODS
The study is theoretical. At the theoretical level, the following methods were used: descent from the abstract to the concrete, axiomatic, analysis, synthesis, logical-semantic, systems-analytical methods, scientific abstraction, and formalisation. The study is characterised by the complexity of implementing an empirical verification of theoretical conclusions. The logical-semantic
method was utilised to deepen the conceptual-categorical apparatus. In contrast, the analytics made it possible to investigate the normative-legal framework of the digital optimisation process of national and financial security. The method of ascending from the abstract to the concrete helped formulate theoretical definitions, specify the conceptual apparatus, identify basic concepts and categories, and draw conclusions from the research. Formalisation was employed to structure the principles, functions, tasks, and priorities of implementing digital technologies in national and financial security. The research is limited by the difficulty of implementing an empirical test of theoretical conclusions and the lack of unrestricted access to official, reliable data.

RESULTS

Current challenges for financial and national security. In the age of rapid digitalisation, implementing innovations in national and financial security presents both opportunities and challenges. A strategic approach to automating processes is required to enhance operational efficiency, proactively manage risks, and ensure financial stability. Digital technologies now offer functionality beyond traditional threat monitoring and mitigation methods. The tools outlined implement a comprehensive security system, enabling prompt responses to new challenges and timely anticipation, strategically adapting to the environment’s dynamics.

The analytical processing of large volumes of information is used better to understand the interdependence of risks and causal factors. Digital optimisation of the security system automates routine processes, enhancing the quality of financial risk management. Modern digital technologies provide comprehensive risk identification and assessment tools, enabling the accumulation and reflection of potential threats in various areas (Chalapko, 2021; Shostak & Suriak, 2023). Furthermore, these technologies enable the analysis of potential scenarios by modelling different environmental conditions to assess their impact. Such assessments comprehensively understand potential vulnerabilities and help adjust risk minimisation strategies.

The potential of digitalisation to achieve the required financial and national security level. The modern digital technologies inherent in Industry 4.0 are expressed through robotics, cyber systems, the Internet of Things, artificial intelligence, cloud solutions, unmanned technologies, identification tools, paperless solutions and blockchain. (Popova & Khromov, 2021; Krysovatyy et al., 2024). However, it is essential to note that this list is not exhaustive and is constantly expanding. Digital technologies are generally valued for efficiently processing and analysing large amounts of data (El-Muhammady, 2021).

Cybersecurity becomes increasingly crucial as our reliance on digital technologies grows and we store more data on digital platforms. Digital technologies currently provide reliable solutions, such as encryption, intrusion detection, and threat identification systems based on artificial intelligence. These technologies effectively protect confidential information, strengthen defences against cyber threats, and prevent data breaches (Cangiano et al., 2019; Javed & Faizan, 2024). Using digital technologies targeted towards security can minimise the risk of financial losses caused by cyber-attacks and ensure the integrity of financial systems.
By automating traditional risk management processes, these technologies reduce the risks associated with human factors. When operating in real-time mode, they ensure efficient and prompt risk management actions (Desyatnyuk et al., 2024; Xu & Zhang, 2024).

Cloud computing has revolutionised accessibility and interaction in risk management. Cloud solutions simplify exchanging informative data for real-time risk assessment without being limited by spatial determinants. The potential of cloud computing facilitates seamless cooperation among individual elements of the security system and optimises risk awareness levels. Cloud platforms offer scalable data storage and emergency data recovery, reducing the risk of permanent data loss caused by crisis events and environmental factors.

Blockchain technology provides high transparency, accessibility, and accountability in financial operations. Blockchain technology is particularly relevant in areas where compliance and origin are paramount (Hidayat et al., 2024). Its implementation can strengthen trust among stakeholders and minimise financial fraud.

In the field of national security management, preventive measures and a system for responding to threats and challenges are necessary due to the risks of espionage through advanced technological capabilities, such as location tracking programs and the accumulation of personal data. Cybersecurity is primarily concerned with this, as it is positioned as a prerequisite for national security today. As cyberattacks increase in frequency and diversity, the state governance system must utilise advanced technological capabilities to safeguard critical infrastructure and information from cyber threats. The ethical balance between human rights and ensuring national security is critical (Degli Esposti et al., 2021).

In the process of security monitoring activities, innovative technologies are considered beneficial. For example, modern satellite systems allow for real-time observation, enabling effective and prompt responses to threats to national security (Parkhomenko-Kutsevil, 2020; Klochko & Semenets-Orlova, 2022). Mobile applications, chats, and specialised platforms provide unrestricted access to information regarding government and state institutions, stimulating public oversight and identifying current issues. Therefore, digital optimisation in the context of national security involves leveraging the possibilities of digitisation and cutting-edge technologies to significantly enhance the system of preventive protection (Figure 1).
Figure 1: Algorithm of digital national security optimisation process  
Source: author

Upon analysing Figure 1, it is essential to note that monitoring and operational neutralising external and internal threats and dangers are critical in national security. Modern digital technologies create optimal conditions for real-time monitoring and reporting, allowing for the quick identification of potential risks and prompt responses to them. Visualisation tools and information panels clearly understand key risk indicators, enabling timely decision-making to mitigate new threats. This real-time approach optimises risk minimisation strategies, allowing vulnerabilities to be addressed before they transform into significant security issues.

Ukraine’s 2025 economic security strategy involves using modern financial regulation tools to achieve security objectives effectively. These tools include FINTEX, which stands for financial technologies. The definition emphasises the use of modern digital instruments in financial circulation. One example is cryptocurrency, a digital currency that operates autonomously without involvement in the central payment system. It has led to the development of numerous startups, investment platforms, exchanges, and exchangers. FINTEX tools are closely associated with the widespread adoption of mobile devices, the emergence of alternative electronic and digital payment methods, and new national and international payment systems. Additionally, artificial intelligence technologies are being utilised by implementing robotic personal advisors, chatbots, biometrics, and digital client identification in financial services (Cangiano et al., 2019; Javed & Faizan, 2024).
Innovative digital solutions to prevent risks related to financial and national security.

To effectively implement financial security, it is crucial to update the organisational and legal framework of the industry, amend existing financial legislation, and use modern digital technologies to control and hold accountable for financial fraud. Digital technologies can give enterprises greater confidence in strategic economic planning, financial support, and protection against risks, which significantly ensures financial security. However, the era of digitalisation of the economy has brought about critical digital threats such as corporate data theft, hacking attacks, industrial espionage, and insufficient provision of digital technologies and competent personnel (Budiasih, 2024).

Effective information management is required to prevent threats to national security. The information resource security system encompasses several basic concepts, including the formation, processing, and transmission of information related to financial and national security processes. It also involves ensuring technological independence in critical areas of informatisation, such as supporting innovation in the defence sector (Cangiano et al., 2019; Javed & Faizan, 2024).

On 23 February 2023, Ukraine ratified the agreement on the country’s participation in the EU’s Digital Europe programme, which provides innovative opportunities for developing a digital society (Krysovatyy et al., 2024). In summary, using digital technologies to improve financial and national security requires ensuring progressive conditions for advancing state and societal institutions and reliable protection against internal or external threats. It involves a coordinated effort between authorities, businesses, and society.

The development of digital financial technologies has the potential to enhance financial security by ensuring transaction security, effective control, and minimising opportunities for corruption. Digital technologies are potent drivers of transparency in the financial system, particularly at the state level. Regulatory and supervisory technologies are crucial for increasing transparency in currency regulation, preventing capital flight and money laundering disguised as foreign investments, and limiting the shadow financial market sector. To achieve this, financial security regulatory frameworks should be based on risk monitoring and assessment. The concept will help maintain data confidentiality and cybersecurity, which are crucial to state financial security.

It is recommended that modern digital technologies be implemented actively. Their application creates optimal conditions for successful transformative processes in the security sphere. Digital technologies can streamline the execution process of practical governmental activities such as strategic planning, monitoring, controlling, and evaluating decisions made regarding national and financial security. Artificial intelligence tools are envisaged to form the basis for qualitative dynamics in national and financial security policies.

DISCUSSION

The analysis of current scientific trends suggests that active involvement of digital technologies effectively ensures national and financial security. Individual researchers (Bonavolontà & D’Angelo, 2021) highlight the potential of digital tools to enhance the interaction between
society and the state in ensuring national security. According to Mandel and Irwin (2021), the synergy between traditional and innovative digital methods can mitigate the imbalance in the security sphere at regional and sectoral levels.

Some modern publications consider the possibility of digitising a significant portion of management processes in the security sphere (Biden, 2021). Scholars Esberg and Mikulaschek (2021) argue that the primary objective of the digital transformation process in financial and national security is accumulating, protecting, and optimising information arrays. J. Esberg and C. Mikulaschek highlight the negative aspects of digital optimisation of national security, including vulnerability to viruses and cyberattacks, ethical issues, and dependence on modern technology.

Babuta et al. (2020) question the appropriateness of involving artificial intelligence in national security policy implementation. Meanwhile, Robinson et al. (2021) emphasise the principles of moderation and phased implementation of artificial intelligence tools in the researched sphere. They highlight the prerequisites for effective security policy, including an appropriate resource base and society’s readiness for dynamic changes.

In today’s unstable reality, security policy’s scope has significantly expanded. This has been demonstrated by implementing innovative technological solutions and opportunities for digital optimisation in the research sphere. According to Mincewicz (2020), modern scholars emphasise that the state’s implementation of functions to protect national interests in the digital era involves government intervention in society.

Most contemporary scholars consider prioritising national interests, ensuring law and order, and maintaining a safe financial and economic environment as the foundation of national and financial security. Digital technologies are considered practical tools for optimising existing approaches and introducing new ones to ensure the appropriate financial and national security level.

CONCLUSION
The research has argued that digital technologies are crucial in implementing national and financial security. The analysis of the main directions of digital transformation of security policy has shown that using digital technologies in the security sphere aims to automate defensive operations. Challenges and risks related to the research process have been identified, including cybercrime and the need for updated regulatory and legal frameworks.

The paper has explored digital technologies’ potential to achieve the necessary financial and national security levels. It outlines a range of priority digitisation solutions for risk forecasting and prevention, including artificial intelligence. The feasibility and prospects of implementing innovative electronic systems and the opportunities provided by modern tools and technologies for optimising the security system have been analysed.

The research results have demonstrated that digital technologies can speed up the processing of large volumes of information and improve the quality of decisions. Additionally, their
application positively impacts the effectiveness of government activities, reduces potential losses and risks, and ensures the efficiency of protection systems.

In considering directions for further scientific research on the investigated topic, it is vital to analyse the potential of digital technologies in guaranteeing national stability and protecting citizens’ rights. Particular attention should be given to preserving the confidentiality of digital information, minimising threats in the digital space, developing scientific and personnel potential, and enhancing investment opportunities. The proposed approach aims to improve the country’s national and financial security. It is expected to work in synergy with other efforts towards this goal.
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